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About Release Notes
These Release Notes contain information about new features, enhancements, and reported issues resolved in this release of the Registration and Title System Point of Sale (RTS POS).

For more information about the RTS POS, refer to the Online Help and to the original Release Notes on the RTS Refactoring Resources page of the TAC Hub (www.txdmv.gov/tax-assessor-collectors).
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**RTS POS Overview**

The refactored RTS POS is a web-based application designed to process vehicle registrations, titles, and temporary permits for Texas motorists through a series of web pages. The RTS POS system provides functions for cash accounting, funds allocations, and a full audit trail along with inventory control for license plates, windshield/plate stickers, and temporary permits.

The RTS POS application displays when you log into the RTS workstation.

To display reference information about using the RTS POS, you can click in the upper right corner of the web browser to minimize the application and click the RTS Refactoring Help icon on your desktop.

The RTS Refactoring Resources page (on the TAC Hub) displays FAQ documents composed of questions submitted by the county tax offices, as well as materials presented during RTS POS webinars (including the training guides, slide decks for presentations, and other recorded webinar sessions). The original Release Notes are also available on this page.

Click the Job Aids tab to locate important quick references to help you log in and work with the RTS POS.

When logged into the RTS POS, you can get specific application level help by clicking the Help button on the page you are viewing or the entire user assistance web site by selecting Help > User Guide on the main page action bar.

**Note:** It is important to visit this Resources page frequently for updates and new materials.
1 HQ/RSC Changes

The following improvements were implemented with RTS 9.4.0.

1.1 Electronic Lien Title (ELT) Records Surrendered to Other States

Currently, if certain ELT records are requested to be released, but the vehicle has been surrendered to another state, the title will not be released, the transaction rejected, and displayed on the Motor Vehicle Error Report RTS.TRN.5852. RTS Release 9.4 adds all ELT release transaction codes to this process. This includes requests for paper titles, lien releases to third parties, lien releases to owners, and lien releases to eTITLE.

Figure 1: Report with Error Message
1.2 MVINet Security Enhancements

To enhance security, MVINet has been given some new functions explained in the sections below. These new functions are available only to TxDMV MVINet users.

1.2.1 Change Password

To change your password, follow these steps:

1. On the main menu, click **Verify or Change Password**.

![Figure 2: New Menu Item on Login Screen](image)

2. On the Password Menu, click **Change your Password**.

![Figure 3: Click Change Your Password](image)
3. The **Change your Password** screen displays. Enter your User ID, your current password, then your new password, and confirm your new password by entering it again. Click **Submit Change**.

![Change your Password](image)

**Figure 4: Enter Your New Password**

4. When the **Change your Password** screen displays again, a message will indicate that your password has been changed. You must now log into MVINet again. Clicking **Inquiry Menu** will return you to the main menu, and clicking **Password Menu** will take you to the **Password Menu** screen.

![Password Menu](image)

**Figure 5: Message Showing That Password Was Changed**
1.2.2 Checking ID and Password Status

Users of MVINet can now check their user ID and password status. To check your user ID and password status, follow these steps:

1. On the main menu, click **Verify or Change Password**.

![Figure 6: New Menu Item on Login Screen](image)

2. On the Password Menu, click **Check User ID and Password Status**.

![Figure 7: Password Menu Options](image)
3. On the **Check USER ID & Password Status** screen, enter your password, and click **Submit Request**. Clicking **Inquiry Menu** will return you to the main menu, and clicking **Password Menu** will take you to the **Password Menu** screen.

![Figure 8: Enter Password](image)

4. If the password you entered does not match your login password, an error message will display on the **Password Menu** screen. To try again, repeat Steps 2 and 3.

![Figure 9: Error Message](image)
5. If the password you entered does match your login password, additional details regarding the status of the password will display, such as when the password will expire. Clicking **Inquiry Menu** will return you to the main menu.

![Figure 10: Password Is Verified](image)

### 1.2.3 Logging Out of MVINet Sessions

The MVINet screen now has a **Logout** button so users can log out of their session. Currently an MVINet session opened by users is not automatically terminated if they close their browser. Therefore, to increase system security, users are encouraged to click the **Logout** button when they have finished using MVINet. This will end their MVINet session.

![Figure 11: New Logout Function](image)